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Introduction and Purpose

CCQAS version 2.6 is a web based application and is a replacement for the previous CCQAS version 1.5 (client-server architecture). The majority of the credentials related data recorded/stored in the CCQAS 2.6 application is the same as in the previous version 1.5. In some cases, data is relocated from one screen/area to another to improve functionality and there have been some minor additions of data elements. Some of the major improvements/benefits derived from the CCQAS 2.6 application are:

· Real time visibility – In CCQAS version 1.5, updates to the local facility database were not available at headquarters level until such time as the facility submitted their updated database file. Since version 2.6 is web based, updates made at any level are immediately visible to all other users who have access to the data.

· Expanded data storage/retention – Due to structure of the CCQAS version 1.5 database, limitations existed in terms of the amount of information that could be retained on file (i.e., three specialties, seven licenses, three certifications, etc.) The CCQAS 2.6 database structure removes these limitations.

· Historical assignment/duty locations – The CCQAS 1.5 database had no viable means to retain a historical perspective of assignment/duty locations. Through use of the MTF assignment data, the CCQAS 2.6 application incorporates visibility/tracking of historical assignment/duty location information.

Access to the CCQAS 2.6 application is via the Internet using Internet Explorer (IE) version 5.5 or higher. In order to access the application, users must have been granted a user ID and password.

Data for all facilities is stored on a central secure server. No data is retained/stored on the PCs and/or network servers at the local facility/user level. Although all data is maintained in a central database, security measures are in place to ensure that individual users are only allowed access to data for which they are responsible. This is accomplished by relating user ID and password to a UIC or range of UICs. Using this technique, a given user is only allowed to access the data for the UIC(s) to which their user ID relates.

The purpose of this document is to provide an overview of and orientation to some of the basic functionality within the CCQAS 2.6 credentials module. Not all system functionality is addressed herein. Rather, topics addressed are those that are considered to be the most common day-to-day functions employed in entering and maintaining credentials related information.

Information within this document, including screenshot images, is current as of the date of preparation. Any differences noted between this document and the actual production version of the application are due to modifications and enhancements made after this document was prepared.

CCQAS Basic Search Screen Functionality

In the CCQAS 2.6 application, the basic credentials search screen allows a user to query the database and locate a specific record and/or a series of records. Records are located based on querying the database for records that meet criteria as supplied by the user.

The basic search screen is:
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The upper portion of the search screen is a series of text boxes (last name, first name, SSN, etc.) and drop down menus (branch, civilian role) in which the user enters/selects elements that are then used as criteria for querying the database and identifying matching or similar records. Data entered in the text box fields is compared to records in the database and those records that are an exact match to or begin with the entered characters are retrieved from the database and displayed. For example, if the only entry made is SMITH in the last name field, the search results will display records where the last name is SMITH, SMITHINGTON, SMITHSON, etc as all begin with SMITH. Criteria entered in the drop down menu fields is compared to the database and records are only returned if there is an exact match. For example, if A11 is selected from the branch drop down menu, the only records returned are those where the branch of service is A11.

Users can specify search criteria in multiple fields as necessary to limit the scope of records returned via the search. For example, if the user selected A11 from the branch drop down menu and INT from the provider type drop down menu, the scope of the search would be limited to records that meet both criteria. Using multiple criteria has the advantage of allowing the user to more selectively limit record retrieval and thereby focus on specific record(s). Additionally, limiting record selection via use of multiple criteria has the added advantage of potentially improving overall system performance and response time as response times are generally improved if fewer records are returned.

The middle portion of the search screen provides three groupings of associated radio buttons labeled Record Status, Record Type, and Action. Record Status and Record Type are used to indicate if the search result is to be limited to record(s) in specific categories. The Action radio buttons allow the user to specify the action that is performed based on the criteria provided. Actions other than Search will be addressed in subsequent sections.

Record Status options afford the opportunity to search for provider records based on the status at the facility/unit. The default value is CURRENT but the user may select one of the other options if necessary. The CURRENT option indicates that the only records to be returned are those that reflect the provider is currently performing duty at the facility/unit. In other words, there is a record that does not have an end date. The INACTIVE option indicates records that were at one time current but that now have an end date entered indicating that the provider is no longer performing duty at the facility/unit. PENDING identifies records for providers that are projected to begin performing duty at the facility/unit at some future date (record has a start date that is greater than the current date). PENDING is generally limited to Inter-Facility Credentials Transfer Brief (ICTB) records. The ALL option indicates records regardless of status (combination of Current, Inactive, and Pending).

Record Type has a default value of ALL meaning that all credentials and/or ICTB records are to be returned. The user can, if desired, limit the selection to either CRENENTIALING or ICTB records. Note that for ICTB records, both incoming (ICTBs coming into the facility from another location) and outgoing (ICTBs sent out to another facility) are returned.

The bottom portion of the screen consists of a series of three buttons (Search, Reset, and Add Provider) that perform specific functions as well as a Record Limit field. The Search button simply causes a query/search of the database and return of records meeting any supplied criteria. The Reset button is used to refresh the search screen, remove any previously entered criteria, and reset all fields to their default values. The Add Provider button is used to initiate the process of adding a new provider credentials record to the database. The Record Limit option located in the lower right corner allows the user to specify a maximum number of records to be returned via the search. The intent is to ensure that system performance is not degraded by returning inordinately large numbers of records. Users may, as necessary, change the record limit default value. The maximum value that is allowed is 9,999.

The final point of which users must be cognizant is that the search screen fields work in concert with one another and are not mutually exclusive. One way to think of this is to envision that each field on the screen is tied to the next with the word “and”. If data is entered in the last name field, the SSN field, and the branch field; records are only returned if they meet the criteria of all three entries.

system will continue to apply the criteria from the advanced search.

Adding a New Credentials Provider

The process of adding a new credentials provider record to the CCQAS 2.6 database is initiated from the Credentials Provider Search screen.
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To initiate the process, select (click on) either the Add Credentials Provider option at the top of the screen or the Add Provider option at the bottom of the screen. Selecting either of these two options will cause the following Add Provider screen to display.
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Most of the entries of the screen are self-explanatory. It is important to remember that any entry where the field label appears in red (SSN, last name, etc.) is a mandatory data element and must be completed in order to save the record to the database.

The provider’s SSN is used as a key throughout the entire CCQAS application and it is therefore critical that the correct SSN be entered. Users must be cognizant of the fact that if an SSN is incorrectly entered at time of initial input, there is no capability to correct the entry at the local level. Should this situation arise, the error must be addressed to the applicable service level for resolution.

On the add provider screen, users will note that it is necessary to enter the SSN twice. While this may initially seem redundant, the dual entry requirement is purposely structured in this manner to aid in ensuring accuracy of data at time of initial input.

There are two fields at the top of the Add Provider screen that are extremely important when adding a new provider record. These are the US Issued SSN and Country. These two fields are used to identify to the system whether the provider being added possesses a US issued SSN. In most cases, providers being added to the database will possess a US issued SSN. In these cases, the appropriate action is to retain the default checkmark in the US Issued SSN field and also retain the US – United States in the Country field.

However, in those instances when a provider does not possess a US Issued SSN, the checkmark should be removed from the US Issued SSN field and the provider’s country of origin should be selected from the drop down list for Country. This action is required so as to identify to the system that the provider does not have a US SSN. Removing the checkmark for the US Issued SSN field also causes the SSN and Verify SSN fields to be replaced by a single field labeled Unique ID along with a notation that the ID is system generated.  This action is necessary to ensure that each provider who does not possess a US SSN is assigned a unique “pseudo” SSN. Following is an example of how the screen will appear if the checkmark is removed from the US Issued SSN field.
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Once the necessary information has been completed on the Add Provider screen, and the user has selected the add option at the bottom of the screen, the system will generally automatically transfer the user to the Demographics screen/tab. The user can then begin adding relevant information to the applicable screens for the new provider.

However, there are two circumstances when the user may be presented with additional screens and/or options. The additional screens will automatically appear as applicable if the system detects that the new provider being added appears to be the same as (duplicate of) one that already exists in the database.

As new providers are being added to the database, the system automatically checks existing provider records to determine if the new provider appears to already exist within the database. Two separate checks are performed. The first check is an exact match check of the input SSN to existing provider record SSNs. If an exact match on SSN is not found, the system then checks for potential matches based on last name, first initial of first name, and date of birth (DOB).

It is important to realize that matches are not based solely on the existence of a credentials record at the facility/unit that is adding the new provider. Rather, it is worldwide match indicating the presence of a current and/or inactive record at some location.

Since an SSN is unique to a given provider, if the SSN matches exactly to one already on file within the database, it is logically assumed that the record being added is for a person who already exists in the database (may be an active record or an inactive record). When an SSN match occurs during the add provider process, a screen similar to the following will display.
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The above window will display all credentials records that exists within the database that have a matching SSN, the UIC(s) where the record(s) exist, and other relevant information about the record(s). Essentially, this screen affords the user the opportunity to verify not only that the provider being added is the same as the one already in the database, but also that it is appropriate to proceed with the add action. For example, assume that the provider is being added as a member of the Army National Guard (ARNG) for the state of Colorado. But, in reviewing the information listed for record(s) already in the database, there is an existing current (no end date) record as an ARNG provider for the state of Wyoming. In this case, before proceeding with the addition of the provider, it would be appropriate to first resolve the issue of why the provider is being added as ARNG for Colorado when there is already a current ARNG record for Wyoming.

After having reviewed the listed provider record(s) and verifying that it is in fact appropriate to proceed with addition of the new record, simply follow the on screen instructions regarding clicking on the SSN entry. This will proceed with the add action.

If an exact match on SSN is not found, the new record is then checked against the existing database records for possible matches based on last name, first initial of first name, and DOB. If any possible matches are located, a screen similar to the following will display.
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The above display will reflect existing records that are potential matches to the record being added (based on last name, first initial, and DOB). Determine if the record being added is the same as one of those listed and then follow the on screen instructions to either indicate that it is in fact the same person or add a new provider as applicable.

Opening/Viewing an Existing Provider Record

In order to open/view a provider record, the record must first be located via the search screen (see search screen functionality addressed in previous section). The search results will appear similar to the following displaying records meeting any specified criteria:
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To open/view one of the records listed on the search screen results, simply use the mouse to point to and double click on the applicable record. Doing so will open up the record to the demographics screen/tab. From there, the user can then navigate to the applicable screen/tab.

Most of the columns of data on the search results screen are self-explanatory. Following provides more detail on those columns for which the definition/intent may not be readily apparent.

· Type: There are two possible entries, CRED and ICTB. Records with CRED in this column denote actual credentials records. If ICTB appears in this column, it indicates either an incoming (received at the facility from another location) or outgoing (sent from the facility to another location) ICTB actions.

· Status: Three possible entries are Current, Inactive, and Pending. Current indicates that the record is for a provider currently practicing at the facility. Inactive indicates a record for a provider who previously practiced at the facility but is no longer doing so. Pending status applies only to ICTB records and denotes providers who are scheduled for an ICTB action but the effective date is in the future.

· Start Date: Indicates the date that the record became active at the facility.

· End Date: Will be blank unless the status is Inactive. For inactive records, indicates the date that the provider’s involvement with the facility terminated.

· UIC, From UIC, and Asgn UIC: Three interrelated entries that deal with “ownership” of the record, assignment (duty) location, and location from which the record was received (if applicable).
-- UIC: For a type CRED record, location that “owns” the provider and has primary responsibility for credentialing. UIC for type CRED records is programmatically assigned at the time the record is initially entered into the database or transferred in from another location. For an ICTB record, the location that the provider was transferred to for the ICTB period. For type ICTB records, determined by the UIC specified when the ICTB action was initiated.
-- Asgn UIC: Primary duty location (assigned UIC) for the provider. May be the same as the primary credentialing UIC but does not have to be so. For example, if primary credentialing location is a medical center but actual duty/work location is at an outlying clinic, the two will be different.
-- From UIC: Will be blank unless the record was transferred (PCS/ICTB) from another location. If record was transferred from another location, will indicate the location that initiated the transfer. For example, referring back to the record for provider JB Blankenship in the figure on the previous page, the From UIC is N00204 indicating that the record was transferred to WYS0AA (see UIC column) from another activity (N00204).

Adding/Updating/Deleting Credentials Related Information

The credentials module in CCQAS uses a series of ten screens/tabs to record relevant provider information. The ten screens/tabs and their basic purpose are:

· Demographics – Basic/common demographic data and identification as to the provider’s military or civilian capacity at the facility/unit

· Specialties – Provider’s training/qualification in particular areas of specialization

· Professional Education – Qualification training received from educational institutions and internships/residencies/fellowships

· Additional Training – Training in areas such as BLS, ACLS, etc as well as CME, CHE, CDE, etc.

· Licensure/Certification – State issued licenses/certifications/registrations and national agency issued certifications/registrations

· Affiliations – DEA/CDS numbers and expiration dates, affiliations with outside agencies/activities, and approved off duty employment

· Readiness – Mobilization related data

· NPDB/HIPDB/FSMB – Date of last query to NPDB/HIPDB/FSMB and results thereof

· MTF Assignments – Assignment specific data and historical record of previous duty locations

· Photo – Provider’s photo (not used by Army facilities as of date of preparation of this document)

The following screenshot shows the ten screen/tab entries arranged horizontally immediately under the common demographic data. To access a given screen/tab simply use the mouse to click one time on the applicable label.
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Generally, there is no set order in which the screens/tabs must be completed. It is not necessary to start with the first screen and then proceed to the second, third, etc. The only exceptions to this are the specialties and MTF assignment screens. The demographics screen must be completed before the specialties screen. Reason being that the entry in the military corps or civilian role determines what specialties will be allowed. If an attempt is made to enter a specialty without first completing the military corps or civilian role on the demographics screen, there will not be any allowable specialties. For the MTF assignment screen, while it is not essential, functionality will be improved if the other screens are completed first as some data from other screens is displayed on the MTF assignments screen.

The various screens/tabs within the credentials module employ essentially the same functionality for entering/updating information. In some cases, data is recorded on the main screen whereas in other cases data is recorded via accessing an underlying sub-screen. Since functionality on the various screens is essentially the same. Following are two examples that illustrate basic main screen and sub-screen functionality.

Following is an example of the demographics screen tab. On this screen, all data is entered/recorded via the main screen.
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While all data on the demographics screen is recorded on the main screen, there are some examples shown in the above screen that illustrate various input mechanisms such as the calendar, radio button options, and drop down menus. The calendar, radio button, and drop down menu options will appear on many of the screens throughout the application.

In the above example, a calendar icon follows the birth date field. This illustrates the fact that the date can either be typed in or selected via use of the calendar. Pointing to and clicking on the calendar icon will open up a calendar window that can then be used to select the applicable date. Several of the fields (i.e., branch, rank, corps, etc.) are followed by a drop down arrow indicating that selection is made from a predefined list of values. For drop down menus, use the mouse to point to and click on the downward pointing arrow to display a list of the allowable selection options.  And finally, the Military Provider versus Civilian Provider option is radio buttons that illustrate an option to select one or the other as applicable. The radio buttons are essentially toggles that switch the input from one area to another. For example, switching from the military provider to civilian provider option will cause the data elements on the bottom portion of the screen to change so as to accommodate entry of applicable information for a civilian provider.

While the above example of the demographics screen shows entry of data directly on the main screen itself, the following licensure/certification screen provides an example of how data is recorded on an underlying sub-screen.
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The first thing to note on the above licensure/certification screen is that there are two radio buttons (state and national). Selection of one of the two radio buttons determines whether the lower part of the screen displays state license/certifications/registrations or national certifications/registrations. In the example, since the state radio button is selected, the lower part of the screen is displaying state related information. Further, since at this point there have not yet been any state licenses/certification/registrations recorded, the lower portion of the screen simply displays a “No Records Returned” message. To add a state entry, simply click on the add option located immediately under the radio buttons. Doing so will cause the underlying sub-screen to display and allow information to be entered. The sub-screen will appear as:
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Information is recorded on the above sub-screen and then saved. Once this is accomplished, the main screen will again be displayed along with a synopsis of the data entered. See following example showing the main licensure/certification screen after a license from Virginia has been recorded and saved.
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To record additional state entries, simply repeat the above process as many times as necessary.

Updates to existing entries are performed in essentially the same manner except that there is no need to add an entry. To update data on an existing entry, simply use the mouse to point to and double click on the applicable entry. This will again display the underlying sub-screen and allow for update to the existing data. Following example shows the sub-screen display when the Virginia entry is opened edit/update.
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Necessary changes can now be made to the detail record as required and the new information saved to the database.

As noted in the introduction to this document, the CCQAS 2.6 database structure allows for entry/storage of virtually an unlimited number of detail records within a provider’s credentials record. In terms of the licenses addressed above, this means that as a provider is issued new licenses (i.e., now licensed in a state from which a previous license was never granted), there is no need to remove an existing license detail record simply to be able to add the new license. In fact, once a license number is entered for a provider, while information within the license detail record may be periodically updated (i.e., new expiration date), the license detail record itself should never be removed as it provides a historical perspective of previous information.

While there is no need to remove detail records simply to accommodate entry of new records, there may be occasions arise when it is appropriate to remove/delete a detail record. An example might be that a license was inadvertently added to the credentials record for provider A when it really should have been added to the record for provider B. In these situations, the “erroneous” detail record can be deleted. To delete a detail record, position the mouse and click on the small arrow on the left side of the detail record itself. This will cause a sub-menu to appear as illustrated below. Selecting the delete option from the sub-menu will allow for deletion of the detail.
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Provider Processing Actions

As providers progress through their career and/or involvement with the military medical/dental treatment community, there are occasions when it is necessary to process specific actions against their associated credentials record in CCQAS. Some examples of actions that may occur and that need to be recorded in CCQAS are:

· Permanent change of station (PCS) movement from one facility to another.

· Inter-Facility Credentials Transfer Brief (ICTB) transfer to another location for temporary duty.

· Deactivate a provider record.

· Activate a previously deactivated provider record

Each of the above actions is addressed in the following sections in terms of functionality within the CCQAS application. All of the above listed actions can be processed for an individual provider record or batch processed concurrently for multiple providers. This section addresses processing for an individual provider record. Batch processing is addressed in a subsequent section.

Permanent Change of Station (PCS)

In terms of the CCQAS application, the acronym PCS is somewhat of a misnomer. Typically, users tend to think of PCS solely in terms of the movement/transfer of an active duty provider from one permanent duty location to another. Users tend to disregard PCS when thinking in terms of reserve and/or national guard providers.

Within the CCQAS application, PCS needs to be thought of in terms of permanent transfer of responsibility for the provider and his/her associated hard copy credentials file. In other words, whenever responsibility for a provider and his/her hard copy credentials file is permanently transferred from one credentialing facility to another, PCS applies in CCQAS.

To PCS transfer a provider record to another facility, the applicable provider record must first be located and displayed on the search results screen. Once the desired record is displayed on the search results, use the mouse to point to and click on the small arrow immediately to the left of the provider’s name. This will cause a sub-menu to appear as illustrated below.
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One option that appears on the sub-menu is initiate PCS. Selecting the Initiate PCS option causes the following screen to display.
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To process the PCS transfer of the record to the new facility, enter the UIC of the credentialing facility to which the provider is being permanently transferred and the effective date of the PCS action. Once these two entries are completed, simply click on the submit button.

Once the PCS action is submitted, the following actions occur within the CCQAS application:

· The status of the credentials record at the “losing” facility is changed from Current to Inactive with an end date being the effective date as entered The record becomes read only at the losing facility.

· A new current credentials record is created at the “gaining” facility with the start date being the effective date as entered.

· A transaction is written to the transaction table at both the losing and gaining facility.

After successful processing of the above, the provider involved will then have an inactive record at the losing facility and a current record at the gaining facility. If either the gaining or losing facility were to view the MTF Assignment screen for the provider, there would be two records displayed. The gaining facility would be able to view (but not change) the assignment record at the losing facility. Likewise, the losing facility would be able to view (but not change) the assignment record at the gaining facility. These assignment records will continue to build as subsequent PCS actions are processed against the provider’s record during his/her career. Accordingly, any facility at which the provider has ever performed duty will have the capability to view all assignment records for the provider.

ICTB

ICTB processing is accomplished in much the same manner as PCS. The philosophical difference between the two is that in the case of a PCS, responsibility is being permanently transferred whereas in the case of an ICTB, overall responsibility is being retained at the issuing activity and the provider’s information is being provided to another facility because he/she will be performing duty at the other location for some designated period of time.

As with PCS, the ICTB action is initiated from the search results screen by clicking on the small arrow to the left of the applicable provider’s name to display the sub-menu.
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From the sub-menu, select the Initiate ICTB to display the following screen.
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To process the ICTB action, complete the on screen fields and then click the submit button. The ICTB action will be processed similar to the PCS action with the following exceptions:

· The credentials record at the issuing facility is retained as a current record (not switched to inactive) as primary responsibility for the provider and the hard copy credentials file is retained.

· The record created at the receiving location will reflect a record type of ICTB versus CRED (credentials).

· The start date for the ICTB record will be the effective date as entered when the ICTB was processed.

· The ICTB record will remain in a current status until the specified end date at which time it will automatically switch to inactive status.

Deactivate a Provider Record

The deactivate a provider record option is used to simply change a provider’s credentials record in CCQAS from a current to inactive status. Generally, this action will not apply to military providers as when their involvement with a given facility terminates, their hard copy credentials file is typically transferred to a designated location such as ARPERSCOM in St Louis. The most common use of the deactivate option involves civilian providers who have terminated their involvement with the facility. For example, a civilian contract employ that is terminated due to non-renewal of the contract, quitting, etc.

In those cases when it is necessary to deactivate a provider’s record, the process is again initiated via use of the sub-menu on the search results screen.
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Selecting the Deactivate Provider option will cause the following screen to display:
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Simply fill in the effective date of the deactivation and click on the submit button. Doing so will cause the existing record to be switched from a current to inactive status.

Activate a Provider

An inactive record can only be activated by the facility that deactivated it.

One major misconception regarding activating a provider deals with situations where a military provider is separated/discharged/retires from a facility and then comes back to work at the facility as a civilian employee. While the application will allow activation of records in these situations, this is not the appropriate action. Processing in this manner will cause loss of the historical record that the provider in question previously worked at the facility as a military member. In these situations, the appropriate action is to use the add provider option to add a new credentials record for the provider.

The only known instance when activating a previously deactivated provider is appropriate is if the record was deactivated in error. In these instances, activation is accomplished by displaying the applicable inactive record on the search results screen and selecting the Activate Provider option from the sub-menu.

Batch Processing

As noted in the previous section, many of the provider processing actions that can be completed for an individual provider record can also be “batch” processed concurrently against a group of records. Batch processing affords the capability to update multiple records with the same data via keying/inputting once versus having to repeat the process individually for each applicable record. Actions that can be batch processed include training, initiate PCS, initiate ICTB, cancel ICTB, activate provider, and deactivate provider.

Since batch processing will result in the same action being performed on multiple records, the first and foremost requirement is that the data to be updated must the exactly the same for all records involved. For example, for batch PCS all affected records must be transferred (PCS) to the same location with the same effective date, for batch ICTB all records must be transferred (ICTB) to the same location with the same start and end dates, for batch training the training information (type, description, start date, completion date, credit category, etc.) must be the same.

Since functionality is essentially the same for all batch actions, the following example uses batch training for illustration purposes.

All batch actions are initiated from the Credentials Provider Search screen. Enter criteria in the fields on the top portion of the screen to allow for retrieval of the applicable records. The following example assumes batch training update for multiple providers who are residents. Accordingly, RES- Resident is selected from the provider type drop down menu. Additionally, the action radio button for Batch Training is selected.
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The next step in the process is to select the search button at the bottom of the screen. This will cause the system to retrieve records meeting the defined criteria (provider type – resident). The retrieved records are displayed in a screen as follows.
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The eligible records (based on supplied criteria) are displayed in the upper portion of the screen. In the above example, the records for Jebediah Bell, Josh Bell, and Gary Bush met the criteria of being residents. Immediately to the left of each name as well as on the header line is an empty checkbox. This checkbox is used to identify the specific records to which this batch update applies. If the update applies to all listed providers, simply place a checkmark in the box immediately to the left of the word Name on the header line. But, if the update only applies to some of the individuals listed, simply place a checkmark in the box to the left of the applicable name(s).

After identifying the provider(s) to which the update applies, complete the applicable fields in the lower portion of the screen and then select the Submit Batch button at the bottom of the screen. Submitting the batch causes update of the identified records.

Reports

Within the credentials module in CCQAS, there are standard reports as well as ad hoc reporting capability. Standard reports are predefined within the system and retrieve records based on predetermined criteria. Ad hoc reporting allows users to customize reports based on their needs to include determining fields that will appear on the report and criteria applied for selecting applicable records.

To access either the standard reports or ad hoc reporting capability, use the mouse to select the Reports option at the top of the page. Sub-menus will then allow for selection of either standard or ad hoc.
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Standard Reports

The standard credentials related reports included within the CCQAS 2.6 application are:

· Training Expiration – Providers with training expiration (BLS, ACLS, NRP, etc.) that fall within a specified date range.

· National Certification/Registration Expiration – Providers with one or more national certifications/registrations that expire within a specified date range.

· State License/Certification/Registration Expiration – Providers with one or more state licenses/certifications/registrations that expire within a specified date range.

· Privilege Expiration – Provider(s) with privilege expiration date that falls within a specified date range.

· Additional Training – Additional training (CDE, CME, CHE, etc.) information. Options provided to produce for a single provider or all providers. Also option to produce for training completed within a specified date range or all training regardless of date completed.

· MRT – Medical Readiness Training related information. Identifies providers where a mobilization platform UIC is entered on the Readiness screen. Options provided to produce for a single or all mobilization UICs and/or records with commander’s annual verification date less than a specified date.

· Provider Listing – Simply a listing of provider records in the database.

· Unlicensed Provider – Providers who do not have at least one unexpired state license/registration/certification.

· Provider Count – Simply a count of providers in the database. No specific information other than a count is provided. Options to specify record status (current, inactive, pending, or all) and record type (credentials, ICTB, or all).

To produce any of the standard reports, select the Reports option from the top menu line, then standard, then credentialing as indicated below.
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Once the Credentialing option is selected, the flowing list of available standard reports will display.
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From the supplied list, simply click on the entry for the desired report. The system will then display an additional screen prompting for any information required in order to produce the report. To illustrate, following screen will display if the user selects the State License/Certification/Registration Expiration report.
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The above screen has two basic purposes. One is to allow the user to slightly modify the report in terms of data elements included on the output (see left side of screen under heading Selected Columns). The second is to provide the user an area in which to specify criteria applied to record selection (see right side of screen under heading Parameters).

· Selected Columns – Allows the user to modify the predefined data elements that will appear on the report. The non-bold entries above the dividing line are common demographic data elements. The bold entries below the dividing line are data elements that relate to the licenses/certifications/registrations. A checkmark to the left of an entry indicates that it will appear on the report; users can alter the data elements that will appear on the report by adding/removing checkmarks as necessary.

· Parameters – Consists of:
-- Report Header – A text box pre-filled with a standard report header. Entry in this will appear as the header on the report. User may change as desired to enter different text for the report header.
-- Expiration Dates – Two input boxes where user specifies a beginning and ending date range. Dates entered in these boxes are compared to expiration dates in the database and providers will appear on the report if they have one or more expiration dates that fall within the supplied range.
-- Record Status – Series of four radio buttons that allow the user to specify if record selection is limited to inactive, current, pending, or all. Default value is current but may be changed by user as necessary.

Once columns are defined and parameters completed, select the Run Report button at the bottom of the screen. Doing so will cause a search/query of the database for records meeting the specified criteria (parameters). The report will then display on screen. To illustrate, following is the screen, as it might appear if the report were run with a date range of 01/01/2002 and 12/31/2002.
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The above screen is in essence a print preview. Provides a representation of how the report will appear if printed. User is supplied with three options via buttons at the top of the screen.

· Print – Allows user to send the report to a printer

· Cancel – Cancels the preview and returns user to the previous screen

· Copy to Clipboard – This option employs standard Windows capability. Selecting this option copies the detail information to the Windows clipboard as a tab separated text file. Information placed on the clipboard begins with the detail header line (Name, Branch, Rank, etc.) and continues through the last provider record. The Report Header and footer information is not copied. This copy to clipboard technique allows the user to then paste the results of the report into another Windows application such as Excel. Additional editing/formatting/sorting can then be performed in the other application.

Ad Hoc Reporting

The CCQAS 2.6 application includes an embedded ad hoc reporting capability. The ad hoc report generator affords the capability to report on virtually any combination of data elements and to apply criteria to restrict record selection as necessary. Key to being able to effectively use the ad hoc report generator is a basic understanding of the data in the credentials module and where (on what screen) the data is input/stored. The remainder of the information in this section presupposes that the user has this basic knowledge and understanding of the credentials data.

The ad hoc report generator allows the user to tailor reports based on specific requirements. The capability exists to make reports as simplistic or detailed as necessary based on the requirements. It is beyond the scope of this quick reference guide to address the full scope of ad hoc reporting capabilities. Therefore, the example used herein is relatively basic. The ad hoc reporting capability is illustrated herein based on the following:

· Data Elements to display on report
-- Last Name
-- Rank
-- State of licensure
-- License Number
-- License issue date
-- License expiration date
-- License verified date (date of prime source verification)

· Criteria – Only select and portray above information for providers meeting following criteria
-- Is a currently credentialed provider at the facility
-- Is active duty Army (branch of service = A11)
-- has one or more licenses from Virginia (VA) with field of licensure of allopathic physician

To access the ad hoc report generator, select Reports from the top line menu options, then Ad Hoc, then Credentialing. The following Ad hoc Report Wizard window will display.
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On this screen, each of the three separate boxes allows for user input based on requirements. The three boxes and their respective purposes are:

· Select Detail – Allows the user to identify the data source within the application where the data that is to be displayed on the report is stored. Placing a checkmark in the applicable box preceding an entry identifies that one or more data elements from that respective area are to be displayed. An assumption is made that in all probability; one or more common provider (demographic and/or assignment specific) data elements will be desired so there are no selections for these areas. Since the stated example focuses on licenses, the only area that needs to be checked is State Licensure.

· Record Status – Allows user to define if report is to include inactive, current, pending records or some combination thereof. The example states that the provider must be currently credentialed at the facility so the appropriate selection is Current.

· Record Type – Allows user to define if report is to include Credentialing, ICTB, or ALL record types. Example states must be currently credentialed, so appropriate selection is Credentialing. 

After completing the Select Detail, Records Status, and Record Type entries, select the Next button in the lower right corner of the screen. The next displayed screen is:
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At this point, the user specifically selects the data elements that are to appear on the report. The screen displays two tabs labeled Provider and State Licensure. The Provider tab will always appear based on the assumption that one or more data elements from this area will be desired on the report. The State Licensure tab appears because it was defined on the previous screen that some State Licensure data is also required on the report. On both the Provider and State Licensure tabs, the user simply places a checkmark in the box preceding each data element that is to appear on the report.

The stated example indicates that last name and rank are the only demographic and/or assignment elements required on the report. Accordingly, user would enter a checkmark preceding last name, scroll down in the middle section to locate Rank under the Military heading and enter a checkmark accordingly. Screen would then appear similar to:
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A logical question that may arise regarding the elements on this screen deals with the Branch entry. Part of the example criteria states that report is only to include records that are active duty Army (branch = A11). But, a checkmark was not placed in the Branch entry on the screen. The reason is that it is not necessary to display a data element on the report simply because it is used as part of the selection criteria. In fact, since a criteria will be established to only portray records with branch = A11, including this element as an output field on the report is essentially meaningless as all would be the same.

Once the necessary report output elements are defined on the Provider tab, it is necessary to select the State Licensure tab as this is the source of some additional output data.
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The process on the State Licensure tab is the same as on the Provider tab. Simply place checkmarks in front of the fields that are to be displayed on the report. Given the example scenario, the screen would be completed as follows:
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The process of defining the required output fields is now complete. The only remaining action is to establish/define the selection criteria. Select the Next button in the lower right corner to move on to the next screen where criteria are defined.
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The above screen displays a list of entries that relate to the various screens in the credentials module. Setting criteria for limiting record involves selecting the source of the applicable data element, selecting the data element, and defining relevant criteria. The portions of the criteria dealing with currently credentialed at the facility were previously defined via specifying records status Current and record type Credentialing. The only remaining portions of the criteria are active duty Army (branch = A11) and licensed as an allopathic physician in Virginia.

The provider’s branch of service is part of the demographic data so the first step is to enter a checkmark preceding Demographics. Doing so causes additional on screen fields to display.
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The system is now displaying Column, Operator, and Value data entry boxes under a heading Demographics Criteria. The purpose of these three entries is:

· Column – User selects the applicable data element that is to be used as a part of the record selection criteria from a drop down menu. Given the example scenario, appropriate selection is Branch

· Operator – User selects the operator that is applicable to the data element involved. In other words, what condition (equal to, unequal to, etc.) must the data element specified in Column satisfy? In the example, since branch must be A11, equal to is appropriate. The other possible selection options are:
-- Not Equal to --- self-explanatory.
-- Begins With --- Starts with a given series of sequential characters.
-- Ends With --- Ends with a given series of sequential characters.
-- Contains --- Has a sequential series of characters anywhere in the field.
-- Is Null --- Contains no entry (is blank)
-- Is Not Null --- Contains any entry other than all blank.

· Value – Value to be compared to the field based on the operator supplied. If operator Is Null or Is Not Null is specified, no entry is allowed in value. If the data element specified in column (i.e., branch) is normally entered into the provider record via a drop down menu, the user will select the appropriate value from a drop down menu. In the example, branch must be A11, so appropriate action is to select A11 from the drop down menu.

Screen will now appear as:
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All relevant criteria for demographics are now entered. Remaining criteria that must be specified is licensed in Virginia as an allopathic physician. Since these last two elements are parts of State Licensure, user would enter a checkmark preceding State Licensure. Doing so will display additional fields on the right side of the screen for entry of applicable state licensure criteria. Since the process of specifying Column, Operator, and Value is the same as addressed above, following shows screen displayed with necessary data entered.
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All applicable criteria are now entered. Next step is to select the Finish button in the lower right corner. In essence, Finish in this situation means generate the report based on the required output data elements and applying the specified criteria. In the stated example, the report would appear similar to:
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Based on the example used (current credentials record, active duty Army, licensed in Virginia as an allopathic physician), there were two provider records that met the criteria. Note that for the second provider (SMMIS), the report displays two licenses. One of the two is from VA but the other is from DC. Both licenses are displayed due to functionality employed in the ad hoc report generator.

The logic used by the ad hoc report generator is that if a provider had one or more detail records (license, specialty, training) that meets specified criteria and is designated as an output field, then that detail record as well as any others for the provider will display. Underlying rationale is that in most cases, users will desire visibility of all the detail records.
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