7 Processing Applications for Interfacility Credentials
Transfer Briefs (ICTBs)

Military providers who perform temporary duty (requiring an inter-facility credentials
transfer brief [ICTB]) at another location (otherwise known as the gaining facility), may
be required to complete a new application for clinical privilegesto render patient care at
the ICTB location. CCQAS 2.8 supports this process by automatically generating a new
electronic privilege application when an ICTB transaction isinitiated by the
CC/MSSP/CM at the sending facility or unit (otherwise known as the parent facility).
The process of generating and processing an ICTB application is described in the
following sections.

7.1 Requesting an ICTB at the Gaining Facility or Unit

Through its Credentialing Module, CCQAS 2.8 alows the CC/MSSP/CM at the gaining
facility or unit to request an ICTB transaction for a specific provider. To locate the
provider’s credentials record, select “Provider Search” from the Credentialing drop-down
menu. Enter the last name of the provider, select the Provider Locator radio button, and
click <Search>. If the provider name and other attributes indicate that thisisthe
provider you are searching, click “Request ICTB” from the hidden menu of actions on
the Provider Locator tab (Exhibit 7.1-1).
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Exhibit 7.1-1. Request ICTB Menu Item on the Provider Locator Tab

The CC/MSSP/CM must enter the ICTB Begin Date and ICTB End Date, and click
<Send>. A message will be returned indicating that the request was sent (Exhibit 7.1-2).

2} CCQAS Version 2.8 - Centralized Credentials Quality Assurance System - Microsoft Internet Explorer

CCQAS

nd Submit Ticket | Security Briefing | Logof|

"A Ci g, Risk g , an
Adverse Actions System Supporting Medical Personnel Readiness” WOQ3AA

Ll |

Broadcast Message to W1HHAA, USA LANDSTUHL RMC,

Subject: ICTB Transfer Requested

ICTB Begin Date: ==

ICTE End Date: E=

Message Preview Ci122, CM22 i requesting that the Credentiaing record for FIERCE, BENJAMIN (207-56-3301) be ICTB'd
to WOQ3AA, BEAUMONT ARMY MED CTR, with a beginning date of <Date Not Entered> and ending
date of <Date Hot Entered>
My contact information is as follows:
Usemanme: CHz2
Emall: ctest@asmr. com
Phone: (111) 222-3333

Send Close

Exhibit 7.1-2. Request ICTB Screen
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The CC/MSSP/CM at the sending facility or unit will receive the request through the
Broadcast M essages function within the application. The next time the CC/MSSP/CM at
the sending location logs into CCQAS, he/she will be alerted to a new incoming
broadcast message for the unit (Exhibit 7.1-3).

Microsoft Internet Explorer x|

B ’z New incoming credentialing transaction(s) exist for this UIC,

To prevent this message from appearing, appropriate personnel must acknonledge these transactions. Go to the Transaction Table on the Credentials
Menu to acknowledge the incoming transactions.

New incoming Broadcast Message.

Exhibit 7.1-3. New Incoming Broadcast Message Alert

To view incoming messages, select “Broadcast Messages’ from the System drop-down
menu (Exhibit 7.1-4).
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Exhibit 7.1-4. Broadcast Messages Menu Item

FrstMame: | ssw[ |
copss[ 7] CiiianRole: [ ]
Assigned UIC: ,— Other UIC: ,—

Department [ WorkCenter:|
Fiemer [

The Broadcast Message for an ICTB includes the name of the requested provider, the
dates for the ICTB duty, and point-of-contact information for the gaining facility or unit
(Exhibit 7.1-5).
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Exhibit 7.1-5. Broadcast Message Menu Item

Once read, the message may be closed by clicking <Close> or printed by clicking <Print
Message>. To delete the message, select “ Delete” from the hidden menu of actions for
the message. In all instances, it isthe responsibility of the sending facility or unit to
initiate the ICTB transaction. The gaining unit can only request the ICTB transaction but
cannot initiate it. (The <Create New Message> button enables the CC/M SSP/CM to
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write a message for broadcasting to other CCsM SSPY/CMs. The message is not limited
to any one particular topic. The“Broadcast Message” functionality, therefore, can be
viewed as an email functionality within the CCQAS system only.)

7.2 Initiating the ICTB at the Sending (Parent) Facility or Unit

The CC/MSSP/CM at the sending facility or unit initiates the ICTB transaction,
regardless of whether or not the gaining facility or unit submits a Broadcast Message
requesting the ICTB. An ICTB transaction isinitiated through the Credentialing module
asit has been done in previous versions of the CCQAS application. To initiatean ICTB
transaction, select Provider Search from the Credentialing drop-down menu. Enter the
last name of the provider, select the Search radio button, and click <Search>.

On the “Search Results’ tab, click “Initiate ICTB” from the hidden menu of actions for
the provider’ srecord. The CC/MSSP/CM then enters the appropriate information for the
|CTB transaction and submits the ICTB transaction (see Exhibit 7.2-1).
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Exhibit 7.2-1. Initiate ICTB Menu Item
After an ICTB transaction has been initiated, the system will automatically send an email

notification to the provider and an active task will be placed in the provider’s work list
with “Task = Complete Application” and “App Type = Transfer (ICTB)” (Exhibit 7.2-2).
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If the ICTB application isthe first e-application the provider will completein CCQAS
and he does not yet have a user account (userid and password) when the ICTB transaction
is generated, the system will also automatically generate it and it will be emailed to the
provider. Inthiscase especidly, it isimportant to enter an accurate email address and
phone number in the appropriate fields of the “Initiate ICTB” screen:

2 https://ccgasprodtest73.csd.disa.mil - CCOAS Version 2.8 - Centralized Credentials Quality Assu - Microsoft Internet Explorer

Submit Ticket | Security Briefing | Logofr|

g, Risk Management, and
eeeee stem Supporting Medical AMOJFQCL
Initiate ICTE - ATTACK, MAC
A user account for the provider will be created as part of the PCS process. This will allow the provider to be able
t0 use CCOAS to complete his application online.
To Command
Start Date: [09/28/2008 Endvae | |
Providers P ail
Providers Phone Type - Providers Phone tumper: [ |
Evaluation (PAR/0ER): [] Generate ICTB Letter: O Active Duty O ReserveiGuard
Submi: Cancel
&] ccqas S @ meernet

‘4 start | B Centralized Credentia... 3 hitps:/fccqasprodtes... | Dj Document1 - Microsof..

Exhibit 7.2-2. “Initiate ICTB” Screen Showing the Required Email Address Field
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2 https:Hccgasval2B.csd. disa.mil - CCOAS Version 2.8 - Centralized Credentials Quality Assurance - Microsoft Internet Explorer
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Work List Applications Documents

8 Double click on a worklist task to open it. You may view completed e-application= from current or past privileging periods in the “&pplications tab. Uploaded documents, performance assessments
and POF files of completed e-applications may be viewed in the "Documents" tab.
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Exhibit 7.2-3. Provider Work List Item — Complete Transfer (ICTB)

The provider may then open, complete, and submit the Transfer Application according to
the instructions provided. The following are important features of the Transfer (ICTB)
Application:

e The application will be pre-populated with the provider’s most current credentials
information from his or her CCQAS credentialsfile

e The application will reflect the list of clinical privileges granted by the provider’'s
current privileging unit or facility during the most recent privileging action.
However, the provider will be able to edit the delineations to coincide with his
current competencies and (updated) credentials pertinent to this ICTB privilege
application

e The provider may not edit existing credentials information that has been
previously primary source verified (PSVd), except to update expiration or renewal
dates for state and national licenses, certifications or registrations.

e The provider may not add new credentialsto an ICTB Transfer Application
except new credentials associated with the Licensure/Certification/Registration
section of the application. The provider may, however, scan and upload
documentation.

e The section of the application containing the “Practice History” and “Health
Status’ questions will not be pre-populated with the provider’ s previous answers.
The provider must answer these questions each time a new application for
privilegesis submitted
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e All referenceslisted on the original application will be listed on the Transfer
Application with a status of “Current = No”. The provider should edit the
“References’ section to indicate which references are still current or add new
references

The Transfer (ICTB) e-mail notification will be sent to the provider only once, but the
work list item to complete the ICTB Transfer Application will remain active, either until
the provider completes and submits the application, or 90 days pass without submitting
the application. Once submitted, the application islocked and cannot be edited by the
provider, unless the CC/MSSP/CM at the ICTB location returns the application to the
provider with instructions to modify it.

7.3 Processing an ICTB Transfer Application for Clinical Privileges

When the CC/MSSP/CM at the parent facility initiates the ICTB transaction, besides an
email notification to the provider, the system adds the provider’s pending application to
the gaining CC/MSSP/CM’s “Pending Applications’ tab list (Exhibit 7.3-1). With the
listing on thistab, the CC/MSSP/CM at the gaining facility can have visibility to the
number of days providers take to accomplish their privilege application after the system
generates the task.

1 https:/ccgasval28.csd. disa.mil - CCQAS Yersion 2.8 - Centralized Credentials Quality Assurance - Microsoft Internet Explorer

11 "A Worldwide Credentialing, Risk Management, and
¥ CCQAS Adverse Actions System Supporting Medical Personnel Readiness™
|WurkLisl for DW1CFDN9, 0007 MEDICAL GROUP @@ ‘
wiork List My &pplications | Pending Applications |
Showe spplications that were inttisted between | 09482005 ' ang (09415872008 'I Fitter |
7 Provider Application Type Status Provider Phone Application Task Intisted Provider Started Completing Mumber of Days Completing
v | SEALS, TRITOM Transfer (ICTE) Pending (703) 575-6776 091672006 091842006 0
‘ Application Reassignment
&) cooas 2 @ Internet

Exhibit7.3-1. CC/MSSP/CM’s “Pending Applications” Tab - ICTB
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Once e-signed and submitted, the provider’s Transfer (ICTB) application will disappear
from the “Pending Applications’ listing for the gaining facility CC/MSSP/CM who will
then receive anew email notification of atask pending in CCQAS. A new work list item
with “App Type = Transfer (ICTB)”” will be added to his or her work list (Exhibit 7.3-2).

1 https:/ccgasval28.csd. disa.mil - CCQAS Yersion 2.8 - Centralized Credentials Quality Assurance - Microsoft Internet Explorer

|WI:|[|(LiSl for DW1CFDN9, 0007 MEDICAL GROUP @@ ‘
Wark List My Applications | _Pending Applications |
Status: | Open Tasks | Raole: [ Al v | Showtasks with = start date between 03182005 | [lv| ang |09n&2008 'I Fiter | User: | CM1, Cht1 b |
T | Task Rale Fram (Rolg) Provider App Type Corps Task Start Date | Task Complete Date
+ | Application Ready for Revigw CCICMMSSP | SEALS, TRITON (Provider) | SEALS, TRITON (Miitary) | Transfer (CTB) | Medical Corps | 091 8/2006
‘ Application Reassignment ‘
&) cooas 2 @ Internet

Exhibit 7.3-2. CC/MSSP/CM Work List Item — Transfer (ICTB) Application

From this point, the PSV and review processes are similar to those for the original
application, with afew important exceptions:

e All provider licenses, certifications, and registrations, as well as those credentials
that need to be verified but were not previously verified, must undergo the PSV
process. Professional education and other static credentials which generaly are
not updated over time do not have to undergo PSV if they have already been
PSVdin CCQAS.

e A new NPDB query isrequired

Note: An NPDB query isrequired for every privileging action in al Army, Navy,
and Air Force facilities, regardless of the date of the last query. There are two
exceptionsto thisrule: The Navy does not conduct an NPDB query for its inter-
facility credentials transfer briefs (ICTBs), and the Army Dental facilities do not
require are-query for modifications or for ICTBs.
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These requirements must be met prior to routing the ICTB Transfer Application for
review and approval at the ICTB facility or unit.

Once approved, the system will import the new privileges into the Privileges section of
the provider’sICTB record. The system will automatically calculate new Privilege
Expiration and Staff Appointment Expiration dates for the provider, based upon athe
end date for the ICTB duty. These dates, however, may be changed by the
CC/MSSP/CM in the Privileges section of the provider’sICTB record. Any edits made
to these expiration dates on the “Privileges’ tab [by clicking on the arrow to the left of
the line item and then selecting " Edit” from the hidden menu of actions] will be displayed
in read-only format in the current assignment record in the Assignments section (formerly
the “MTF Assignments’ tab) of the ICTB record.

7.4 The Performance Assessment Report (PAR) for ICTB Duty

CCQAS will automatically initiate the Performance A ssessment Report (PAR) process
for any ICTB duty that is greater than three daysin duration. When the ICTB duty ends,
anew work list item for the CC/MSSP/CM at the ICTB unit is created with “Task =
Setup PAR” (Exhibit 7.4-1).

A Worldwide Credentialing, Risk Management, and
Adverse Actions System Supporting Medical Personnel Readiness'

[WorkList for WOQ3AA , BEAUMONT ARMY MED CTR ]

Work List | My applcations | Pending Applications |

Status: [OpenTasks 7| Roke: [Al =] show tasks with a start date between [08/222005 | [EBlv| ang [08222006  [EEJx| Fiter | yser[cN22, CM22 - ‘

2 [Task ol |From (Role) |Provider [App Type |corps. |Task Start Date | Task Complete Date: =1
+ | setun par COCMMSSP | A NP, Coffee (Civiian) Transfer (ICTE) 03122008

CCICMMSSP NiA MUSKATEERS, THREE (Miltary) Transfer (ICTB) Medical Corps. 08/1212006
+ | Privieging Acknowledgment Received CCCIMSSP GUNBQ, SHRIMP (Provider} GUMBQ, SHRIMP (Miitary} 1stE-App Medical Service Corps. 08/11/2006
v | Setup PAR CCICMMSSP A RIPPLE, FUDGE (Miitary) 1stE-App Medical Corps 06/10/2006
v | Setup PAR CC/CMMSSP NiA RIPPLE, FUDGE (Mitary) 1stE-App Medical Corps 08/10/2006
» | setup PAR CLICMMSSP NiA RIPPLE, FUDGE (Miiitary) st E-Lpp Medical Corps 08/10/2006

Exhibit 7.4-1. CC/MSSP/CM Work List Item — Setup PAR

The ICTB PAR should reflect the provider’ s performance while on ICTB duty. The PAR
Evaluator should complete a PAR, with an optional review by one or more PAR
Reviewers, as soon asis reasonably possible following the end of the ICTB duty. The
PAR processis discussed in detail in Section 10.

Although the exception rather than the rule, the PAR may be cancelled by the
CC/MSSP/CM due to certain conditions (e.g., aprovider coming back from aremote
deployment where no PAR evaluators were on hand). Mechanisms are in place for the
system to allow the application to move forward when a scenario such as this occurs.
Also, the CC/MSSP/CM who received the “Setup PAR’ work list item may replace the
electronic PAR processin CCQAS with a paper-based PAR process (* Offline PAR”) that
occurs outside the CCQAS application. This processisdiscussed in greater detail in
Section 10.
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7.5 The ICTB Process for Navy Facilities

Unlike the Army and Air Force, the Navy has adopted core privileging which allows
Navy providers, under most circumstances, to render patient care at the ICTB location
without undergoing the ICTB application process described in the sections above.

Core privileging allows Navy providers with approved privileges at one facility to
exercise those same privileges at other Navy facilities. Instead of an ICTB application
for privileges, Navy providers use their “ Appendix Q - Request to Exercise Clinical
Privileges’ which is exactly that — a letter requesting to exercise at the gaining facility the
privileges they hold at the parent facility. If aprovider requests privileges that were not
supported at his parent facility, and therefore, are not covered by the Appendix Q, he
must complete an application for modification of his parent facility-granted privileges.
For now, the entire Appendix Q process has to be accomplished on paper outside the
CCQAS system. Aswe go to publication of this manual, a change request is being
written and will be submitted to cover the Navy’s Appendix Q process within CCQAS.

Note: Navy providers who perform ICTB duty at Army or Air Force facilities
will still need to submit completed ICTB applications, since their Navy core
privileges will not “transfer” to Army or Air Force locations.

7.6 Frequently Asked Questions (FAQ)

FAQ: One of my providersis deploying to aclassified location which is not supported by
CCQAS. When | initiated the ICTB, he received awork list task to complete his ICTB
application. What should I instruct him to do with this task?

Answer: Instruct the provider to ignore the task on his CCQAS work list. He does not
have to open the task and complete that application. After 90 days, the task will be
closed and disappear from his“open” work list. The paperwork for the ICTB should be
handled outside CCQAS and should follow current Service policy.
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